sudo yum update –y

sudo yum install -y httpd24 php70 mysql56-server php70-mysqlnd

sudo service httpd start

sudo chkconfig httpd on

sudo chmod 2775 /var/www

find /var/www -type d -exec sudo chmod 2775 {} +

find /var/www -type f -exec sudo chmod 0664 {} +

echo "<?php phpinfo(); ?>" > /var/www/html/phpinfo.php

rm /var/www/html/phpinfo.php

sudo service mysqld start

sudo mysql\_secure\_installation

sudo service mysqld stop

sudo chkconfig mysqld on

$ cd /usr/share

$ wget https://files.phpmyadmin.net/phpMyAdmin/4.6.4/phpMyAdmin-4.6.4-all-languages.zip

$ unzip phpMyAdmin-4.6.4-all-languages.zip

$ mv phpMyAdmin-4.6.4-all-languages phpMyAdmin

$ cd /etc/httpd/conf.d

$ touch phpMyAdmin.conf

**put on phpMyAdmin.conf following content**

---------------------------------------------------------------------------------------------------------------------

# phpMyAdmin - Web based MySQL browser written in php

#

# Allows only localhost by default

#

# But allowing phpMyAdmin to anyone other than localhost should be considered

# dangerous unless properly secured by SSL

Alias /phpMyAdmin /usr/share/phpMyAdmin

Alias /phpmyadmin /usr/share/phpMyAdmin

<Directory /usr/share/phpMyAdmin/>

AddDefaultCharset UTF-8

<IfModule mod\_authz\_core.c>

# Apache 2.4

<RequireAny>

Require ip 127.0.0.1

Require ip ::1

</RequireAny>

</IfModule>

<IfModule !mod\_authz\_core.c>

# Apache 2.2

Order Deny,Allow

Deny from All

Allow from 127.0.0.1

Allow from ::1

</IfModule>

Options All

AllowOverride All

Require all granted

</Directory>

<Directory /usr/share/phpMyAdmin/setup/>

<IfModule mod\_authz\_core.c>

# Apache 2.4

<RequireAny>

Require ip 127.0.0.1

Require ip ::1

</RequireAny>

</IfModule>

<IfModule !mod\_authz\_core.c>

# Apache 2.2

Order Deny,Allow

Deny from All

Allow from 127.0.0.1

Allow from ::1

</IfModule>

</Directory>

# These directories do not require access over HTTP - taken from the original

# phpMyAdmin upstream tarball

#

<Directory /usr/share/phpMyAdmin/libraries/>

Order Deny,Allow

Deny from All

Allow from None

</Directory>

<Directory /usr/share/phpMyAdmin/setup/lib/>

Order Deny,Allow

Deny from All

Allow from None

</Directory>

<Directory /usr/share/phpMyAdmin/setup/frames/>

Order Deny,Allow

Deny from All

Allow from None

</Directory>

# This configuration prevents mod\_security at phpMyAdmin directories from

# filtering SQL etc. This may break your mod\_security implementation.

#

#<IfModule mod\_security.c>

# <Directory /usr/share/phpMyAdmin/>

# SecRuleInheritance Off

# </Directory>

#</IfModule>

------------\*---------------------\*--------------------------\*-------------------------\*-------------------------------\*---------------

yum install php70-gd

**ownCloud:-**

wget https://download.owncloud.org/community/owncloud-10.0.7.tar.bz2

tar -xvf owncloud-10.0.7.tar.bz2

mv owncloud /var/www/html/

chown -R apache:apache /var/www/html/owncloud/

useradd on ownCloud:

**CREATE** **USER** 'username'@'localhost' IDENTIFIED **BY** 'password';

**CREATE** **DATABASE** IF **NOT** **EXISTS** owncloud;

**GRANT** **ALL** **PRIVILEGES** **ON** owncloud.\* **TO** 'username'@'localhost' IDENTIFIED **BY** 'password';